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Cyber Security Specialist

Description

We are in search of a Cyber Security Specialist to assist in conducting security
assessments and designing security systems and processes related to Cloud
services technologies.

Review , develop and/or recommend SA&A (Security Assessment & Authorization)
artifacts and activities as part of the development lifecycle for cloud-based
applications, systems or solutions.

Responsibilities
Tasks & Deliverables

« Performing Risk calculations;

 Justifying and answering question of risk calculations and findings to project
sponsors and executives;

+ Developing and tailoring IT Security Control Profiles (SCP) for legacy and cloud
environments;

» Conducting security assessments and designing security systems and processes
related to Cloud services technologies;

» Reviewing, analyzing, and/or applying: ITSG-33 methods, frameworks, and
models;

* Reviewing, analyzing, and/or applying IT Secure, standards, communications, and
security protocols;

» Reviewing, analyzing, and/or applying the significance and implications of market
and technology trends in order to apply them within SAA roadmaps and solution
designs;

« Providing artifacts as part of the ITSG-33 SA&A process such as:

o Statement of Sensitivity;

o Security Requirements Traceability Matrix (SRTM);

o Security Assessment Reports;

o Authority to Operate letters; and

o Security Impact Assessments

AccessCorp

Hiring organization
AccessCorp

Employment Type
Full-time, Contractor

Beginning of employment
August 25, 2025

Duration of employment
Contract 7 months

Industry
Canadian Government

Job Location
Ottawa
Remote work possible

Working Hours
375

Base Salary
$TBD

Valid through
31.03.2026
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